**შპს „ორი ნაბიჯი“**აცხადებს ტენდერს **ანტივირუსის პაკეტის შესყიდვაზე**

**ტენდერის პირობები/მოთხოვნები:**

* პრეტენდენტებმა უნდა გამოგზავნოს შემოთავაზება ანტივირუსის პაკეტის შესყიდვასთან დაკავშირებით, მიუთითონ შემოთავაზებული საქონლის სასაქონლო ნიშანი და / ან მარკა / მოდელი (არსებობის შემთხვევაში) და, ასევე მწარმოებელი კომპანია და წარმოშობის ქვეყანა.
* უპირატესობა მიენიჭება ESET Endpoint Antivirus NOD 32 შემოთავაზებას;
* რაოდენობა მითითებულია მიმდინარე წლის აგვისტოში 790 ცალი, აგვისტოდან-დეკემბრამდე 29 ცალი ეტაპობრივად შესყიდვის შემთხვევაში. ჯამში 819 ცალი;
* კომერციული წინადადება ეროვნულ ვალუტაში საქართველოს კანონმდებლობით გათვალისწინებული გადასახადების ჩათვლით;
* პრეტენდენტებმა თანდართული ფაილის შესაბამისად შევსებულ ფასების ცხრილში უნდა მიუთითონ შემოთავაზებული საქონლის სასაქონლო ნიშანი და / ან მარკა / მოდელი (არსებობის შემთხვევაში) და, ასევე მწარმოებელი კომპანია და წარმოშობის ქვეყანა.
* პრეტენდენტებმა აუცილებლად უნდა წარმოადგინოს პარტნიორბის დამადსტურებელი დოკუმენტი მწარმოებლისგან.
* შემოთავაზება უნდა მოიცავდეს შეკვეთის მომენტიდან საქონლის მიწოდების ვადას;
* მოწოდების ვადა: 5 დღე
* გადახდის პირობა: მიწოდებიდან 30 დღე;

**სპეციფიკაციები:**

* ცენტრალური სამართავი პანელი;
* ცენტრალური სამართავი პანელის AD-სათან კავშირის უზრუნველყოფა;
* მომხმარებლის კომიუტერებში და სერვერებზე, ანტივირუსის და აგენტის პროდუქტის სრული დეპლოიმენტი (ინსტალაცია დეინსტალაცია,  ვერსიების განახლება,  ლიზენზიების მინიჭება და ა.შ);
* მწარმოებლისგან მხარდაჭერის უზრუნველყოფა 24/7;
* ცენტრალურ სამართვ პანელში, ლაივ სტატუსის,  რეპორტინგის, კომპიუტერების ფიზიკური და პროგრამული ინფოს ნახვის შესაძლებლობა;
* მომხმარებლის პლათფორმის ნაკლები რესურსების გამოყენება;
* ოპერაციული სისტემები მხარდაჭერა: Windows 7, Windows 8,  Windows 8.1,Windows 10, Windows 11, Windows Server 2012 R2, Windows Server 2016, Windows Server 2019, Fedora, Ubuntu, Debian
* ანტივირუსის მინიმალური მოთხოვნები: Antivirus and Antispyware, virtualization support, Host-Based intusion Prevention System, Exploit Blocker, Advanced memory Scanner, Cross Platform Protection, Anti Phishing, Device  control. Real-time file System Protection, Network Attack Protection (IDS), Botnet Protection, Web Access Protection, Email Client Protection
* ადგილი მსოფლიო სარეიტინგო ათეულში;

**დამატებითი ინფორმაცია:**

* პროდუქციის განახლება ხდება მოთხოვნის შესაბამისად, მიმდინარე წლის აგვისტოში 790 ცალი, აგვისტოდან-დეკემბრამდე 29 ცალი;
* პროდუქციის ყიდვისას არ უნდა იყოს შეზღუდვა რაოდენობაზე;
* პროდუქციის ყიდვა მოხდება თვეების მიხედვით, განახლების ერთი კონკრეტული თარიღის მიხედვით;
* წარმოდგენილი ფასები უნდა შეიცავდეს ყველა სახის გადასახადს (საქ. კანონმდებლობით განსაზღვრულ ყველა გადასახადს)

**ტენდერის ვადა განისაზღვრება 2024 წლის 19 ივლისიდან 2024 წლის 26 ივლისის ჩათვლით;**

**დაინტერესებულ კომპანიებს შეუძლიათ ელექტრონულად გამოაგზავნოთ შემოთავაზება ელ.ფოსტაზე:** [tenders@orinabiji.ge](mailto:tenders@orinabiji.ge)

**აუცილებელი მოთხოვნა:**

* საჯარო რეესტრიდან განახლებული სამეწარმეო ამონაწერი;
* კომპანიის მოღვაწეობის შესახებ ინფორმაცია (საქმიანობის მოკლე აღწერილობა (გამოცდილება, კლიენტების სია), დაარსების თარიღი, რეკომენდაციები, ა.შ.);

**გთხოვთ დალუქულ კონვერტზე მიუთითოთ:**

* თქვენი კომპანიის დასახელება;
* საკონტაქტო ინფორმაცია: პასუხისმგებელი პირი, ტელეფონი, მობილური და ელ.ფოსტა;
* ტენდერის დასახელება;
* მიმღები განყოფილების დასახელება : შესყიდვების დეპარტამენტი;
* გთხოვთ, მოაწერეთ ხელი და დასვით თქვენი კომპანიის ბეჭედი კონვერტის დალუქვის ადგილზე.
* სატენდერო წინადადება უნდა მოგვაწოდოთ შემდეგ მისამართზე: **ისანი, ნავთლუღის ქ.39/41**

**ტენდერის საკითხებთან დაკავშირებით, გთხოვთ წერილობით მიმართოთ:**

**რეკვიზიტები:**  
საკონტაქტო პირი: ამირანი ჯინიუზაშვილი  
ტელეფონი: +995 577 41 79 67  
E-mail: [**Amirani.jiniuzashvili@orinabiji.ge**](mailto:Amirani.jiniuzashvili@orinabiji.ge)მისამართი: 2 ნაბიჯი, ისანი, ნავთლუღის ქუჩა 39-41, თბილისი, 0113, საქართველო